
Don’t Let Cybercriminals
Trash Your Holiday Plans!

Cybercriminals love the holidays!
The signs of danger are the same whether cybercriminals

contact you by phone, email, text message, or something else.
Remember the tips below to stay safe!

Does the message make strange, 

unusual, urgent, or emotional 

requests?

Always stop and think critically.

If it sounds strange or too good

to be true, it probably is.
Does the message ask for
money or personal information?

Never give out money or personal
information unless you can verify
the legitimacy of the request.Does the message contain links  

or attachments?

Only open links or attachments
from trusted people.

Don’t let an act of folly steal your holiday jolly!
Always stop, look, and think before taking an action!
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